Programma della giornata

09:00 - 09:50
10:00-10:45

10:45-11:15

11:15-11:45

11:45-12:15

12:30-14:00
14:00-14:30

14:30-15:10

15:10-15:50

15:50-16:30

16:30-17:00

Registrazione e Welcome coffee

Accoglienza del partecipanti, registrazione e networking introduttivo.

NIS2 e PA Digitale: Dall’Obbligo al’Opportunita

Panoramica sui requisiti della direttiva NIS2 e implicazioni per la Pubblica
Amministrazione.

Pavel Soloviev - Account Manager,

Paolo Barichello - Direttore UO. sistemi informativi,

Luca Giobelli - Direttore UOC Sistemi Informativi,

Roberto Da Dalt - CIO,

Rinaldo Bozzi - CEQ,

Tavola rotonda di discussione suNIS2

Momento di confronto aperto per esplorare criticita, best practice e scenari
applicativi.

Kubernetes & Al: Tecnologie Abilitanti per la PA

Approfondimento su come le tecnologie cloud-native e linteligenza artificiale
POSSONO SUpportare modernizzazione, sicurezza e adtomazione nei servizi pubblici.
Pavel Soloviev - Account Manager,

Tavola rotonda di discussione su Kubernetes e Al

Scambio di esperienze su casi duso, adozione, governance tecnologica e
Integrazione con | processi PA.

Pausa pranzo

Aggiornamenti Normativi e Operativi sulle Convenzioni PA - TIM e
Infonet Solutions

Sessione dedicata alle procedure di procurement e alle convenzioni disponibili per
ladozione di tecnologie digitali nella PA.

Dario Tecchio - Co-Founder & Sales director,

Netskope & Rubrik
— Matteo Arrigoni, Solutions Engineer
Inteligenza Artificiale: Navigare tra Opportunita e Rischi
— Simone Sfragano-Marriott, Lead Channel Engineer EMEA
La ricetta della Resilienza: Governo del Dato e Protezione dei Microservizi nellera
aellAl
Nutanix & CyberGuru
— Adriano De Cicco, Senior Systems Engineer &
Samuele Cerutti, Channel Cloud Architect
Laboratorio pratico progettato per esplorare le potenti funzionalita della piattaforma
Nutanix Kubernetes, come osservabilita, multi-tenancy e GitOps.
— Luca Straforini, Sales Account Executive PAL North East
NISZ2. Inteligenza Artificiale e fattore umano: la cyber security che parte dalle
persone.
Armis & Trend Micro
— Salvatore Palazzolo, Sales Engineer
CREM Demo Live: comprendere, valutare e ridurre il cyber risk per una sicurezza
proattiva.
Continuous Threat Exposure Management (CTEM), per trasformare la sicurezza da
attivita reattiva a processo continuo e misurabile,
Consegna certificazioni e saluti finali

@infenet
solutions



